The Urgency of Personal Data Protection for UMKM Actors as Users of OSS-RBA

**ABSTRACT** : *Technology development in the financial world is rapidly advancing into the era of hybrid work. Most economic activities rely on technology to solve their problems. One concrete example is the OSS-RBA program for UMKM actors. OSS-RBA (Online Single Submission Risk Based Approach) is a form of technological advancement in risk-based business licensing supervision, differentiated by the scale of business activities. One of the functions of OSS-RBA is to store personal data with the expectation of keeping user data confidential and secure. The users of OSS-RBA are UMKM actors who engage in productive economic activities that meet the Micro, Small, and Medium Enterprises criteria. The existence of UMKM cannot be eliminated or avoided from society because it provides benefits such as absorbing a large-scale workforce, which can reduce unemployment rates and create production creativity, thereby increasing people's purchasing power. Therefore, the development of UMKM is very strategic in driving the national economy. In connection with this, protecting personal data becomes an essential aspect of being implemented in society, especially for UMKM actors as users of OSS-RBA. Personal data protection for OSS-RBA users, namely UMKM actors, becomes urgent to be applied. The trust of UMKM actors in the OSS-RBA program will be relatively high if their data protection is guaranteed. Thus, by standardizing the protection of personal data related to the use of OSS-RBA for UMKM actors, the success of their business will have a broad impact on the Indonesian economy.*

**KEYWORDS**: UMKM, OSS-RBA, Personal Data Protection

![](data:image/png;base64,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)Copyright © 2023 by Author(s)

This work is licensed under a Creative Commons Attribution-ShareAlike 4.0 International License. All writings published in this journal are personal views of the authors and do not represent the views of this journal and the author's affiliated institutions.

**HOW TO CITE:**

Ajeng Pramesthy Hardiani Kusuma, *"The Urgency of Personal Data Protection for UMKM Actors as Users of OSS-RBA”"* (2023) 3:1 Journal of Private and Economic Law 135-156. DOI: https://doi.org/10.19184/jpel.v3i1.99580

Submitted: 02/05/2023 Reviewed: 22/05/2023 Revised: 25/05/2023 Accepted: 30/05/2023

**I. INTRODUCTION**

The economic development of a country cannot be separated from the role of capital investment in its growth and economic recovery. Investment is placing funds in one or more types of assets for a certain period to obtain income and/or investment value in the future. Investment or capital investment has a positive influence on the production capacity of a business, which is related to the implementation of potential business activities in the development of the country's economy.[[1]](#footnote-1)

As part of efforts to advance the country's economy, the Government, through Government Regulation Number 5 of 2021 on Risk-Based Business Licensing (in the future referred to as PP PPUBR), aims to achieve effectiveness and efficiency in accelerating business activities so that with the existence of these regulations, it is expected that the community, namely business actors, can receive services quickly and efficiently. As Article 4 of PP PPUBR stipulated, a business actor must fulfill the basic requirements of business licensing and/or Risk-Based Business Licensing to start a business activity. Based on this regulation, the center integrates all business licensing services through a licensing system called the Online Single Submission Risk Based Approach (OSS-RBA).

OSS-RBA is an electronic integrated business licensing system managed and organized by the Online Single Submission Agency for risk-based business licensing.[[2]](#footnote-2) One form of business activity that utilizes the OSS-RBA system and is popular among the Indonesian community is Micro, Small, and Medium Enterprises (MSMEs), which is one implementation of the country's investment or capital investment for economic growth in Indonesia.

Referring to Law No. 20 of 2008 on Micro, Small, and Medium Enterprises (MSMEs), MSMEs can be defined as productive economic activities carried out by individuals or business entities that meet the criteria for micro, small, and medium enterprises. The existence of MSMEs cannot be eliminated or avoided from society. MSMEs benefit the community's economic system, where a positive impact can be felt in employment. The absorption of a large workforce in MSMEs can reduce the unemployment rate and create production creativity, thereby increasing people's purchasing power. The high number of MSME business actors becomes a potential and strategic activity to drive the national economy. Concerning this matter, implementing the OSS-RBA system becomes a breakthrough to simplify the licensing process for MSME business actors in obtaining legal recognition for their businesses and helping the government collect licensing data for business actors that are unified in the system.

Indeed, implementing OSS-RBA as a licensing system for UMKM has raised concerns regarding the safety and confidentiality of personal data. With the increasing prevalence of cybercrime, ensuring that the system provides high protection for user data is essential. The UU Perlindungan Data Pribadi sets out the legal framework for data protection in Indonesia, providing guidelines for collecting, storing, and processing personal data. The government and the Online Single Submission agency are responsible for OSS-RBA. They must comply with these regulations to prevent potential privacy breaches and safeguard UMKM entrepreneurs' rights. This includes establishing robust security measures, such as encryption, authentication, and access controls, to ensure data confidentiality, integrity, and availability. Additionally, regular audits and assessments should be conducted to identify and address any vulnerabilities or risks to the system.

Regarding this matter, the personal data of UMKM business actors that already exist in the OSS-RBA system become urgent to obtain protection for users, business actors, and the community to safely carry out business licensing registration without violating their rights. The trust of UMKM business actors in the OSS-RBA program will be relatively high if their data protection is guaranteed. Therefore, protecting personal data can influence the success of UMKM business actors in OSS-RBA and the level of investment development.

Investment development is also an aspect that is still related to the economic element in the OSS-based UMKM program. If the protection of personal data threatens economic development, then investment development will certainly also be hampered. Protecting personal data is urgent and must be resolved immediately because it concerns various national interests. Of course, this protection can facilitate transnational trade, industry, and investment. However, one of the most inhibiting problems related to investment conditions in Indonesia is the uncertainty of investment laws in Indonesia. [[3]](#footnote-3) Poor legal certainty makes the investment climate in Indonesia not conducive. Foreign investment will be challenging to enter Indonesia without clear regulations, for example, licensing between the center and the regions with a complicated and unpredictable bureaucratic system for investors.[[4]](#footnote-4)

The unfavorable investment climate significantly impacts investor interest, especially foreign investors, to make Indonesia a suitable place to invest. This is closely related to the business activities of UMKM players and the protection of personal data on OSS-RBA, where UMKM players are still hesitant to register themselves because there is no guarantee of legal certainty regarding their data. The right of business actors to obtain the protection of personal data is the foundation of all economic and investment movements in Indonesia, so this issue must be addressed immediately so that digital economic development and investment can be maximized and Indonesia can compete with other countries with advanced economies. Therefore, protecting personal data is urgent for UMKM business actors as OSS RBA users, which can affect the success of UMKM business actors in OSS-RBA and the level of investment development in Indonesia.

Based on the background, the article title would be "The Urgency of Protecting the Personal Data of UMKM Entrepreneurs as Users of OSS-RBA towards Investment Development in Indonesia." The research questions formulated are: 1) How is the protection of personal data of UMKM entrepreneurs? 2) Does using OSS protect the personal data of UMKM entrepreneurs?

**II. METODE**

In the research on "The Urgency of Protecting Personal Data of UMKM Actors as Users of OSS-RBA towards Investment Development in Indonesia," the author uses a normative juridical research method that includes primary, secondary, and non-legal materials.

**III. THE PROTECTION OF PERSONAL DATA OF UMKM ENTREPRENEURS**

Protecting personal data is one of the human rights norms regulated in Article 28G of the 1945 Constitution of the Republic of Indonesia. Personal data protection is a form of protection for an individual's privacy, which is universal and recognized by various countries.

People certainly have the right to obtain personal data protection and privacy, including UMKM business actors. The personal data of UMKM business actors have a great potential to be misused due to system leaks or insufficient security of the system used to apply for business permits in the OSS-RBA system. In addition, the personal data of UMKM business actors becomes essential to be protected because it is related to the country's economy and workforce, significantly influencing the benchmark of a country's development.

1. ***Legal protection for UMKM players***

In general, micro, small, and medium enterprises (MSMEs) produce goods and services using primary raw materials based on utilizing natural resources, talent, and traditional artistic works from the local area. The characteristics of MSMEs are that the raw materials are easily obtainable, they use simple technology that can easily be transferred, the basic skills are generally inherited and passed down, they are labor-intensive or absorb a significant amount of labor, there is a broad market opportunity, most of their products are interested in the local or domestic market, and some have the potential to be exported, certain commodities have characteristics related to the artistic and cultural works of the local area, and beneficially involve economically disadvantaged local communities.[[5]](#footnote-5)

Micro, Small, and Medium Enterprises (MSMEs) are productive business units that operate independently, carried out by individuals or business entities in all economic sectors. In principle, the distinction between Micro Enterprises (MEs), Small Enterprises (SEs), and Medium Enterprises (MEs) is generally based on the initial asset value (excluding land and buildings), average annual revenue, or the number of permanent employees. In Indonesia, the definition of MSMEs is regulated based on Law Number 20 of 2008 concerning Micro, Small, and Medium Enterprises. The description, according to Law No. 20 of 2008, is as follows: [[6]](#footnote-6)

1. Micro Enterprises

Micro Enterprises are productive businesses owned by individuals and/or individual business entities that meet the criteria of Micro Enterprises as regulated in this Law. Micro Enterprises are business units with assets of up to Rp 50,000,000, excluding land and building assets used for business purposes, with an annual sales revenue of up to Rp 300,000,000.

1. Small Enterprises

A small Business is a productive economic business that stands alone, conducted by individuals or business entities that are not subsidiaries or branches of medium or large enterprises that meet the criteria of Small Business as referred to in the Law. Small businesses have assets with a value of more than Rp. 50,000,000 up to a maximum of Rp. 500,000,000, not including land and buildings for business premises, and have annual sales of between Rp. 300,000,000 to a maximum of Rp. 2,500,000,000.

1. Medium-sized enterprises

Medium-sized enterprises (SMEs) are productive economic businesses that stand alone, carried out by individuals or business entities that are not subsidiaries or branches owned, controlled, or become a part, both directly and indirectly, of medium or large-sized enterprises that meet the criteria for Medium-sized Enterprises as referred to in the Law. Medium-sized enterprises with asset values ​​of more than Rp. 500,000,000 up to a maximum of Rp. 10,000,000,000, not including land and building assets, have annual sales revenues ranging from Rp. 2,500,000,000 to a maximum of Rp. 50,000,000,000.

1. Micro, Small And Medium Enterprises" or "MSMEs".

The definition of small businesses in Indonesia varies widely. According to the Department of Industry and Bank Indonesia (1990), small businesses are defined based on their asset value, a business with assets (excluding land and buildings) worth less than IDR 600,000,000. Meanwhile, the Department of Trade defines small businesses as those with working capital of less than IDR 25,000,000. According to the Central Statistics Agency (BPS), small industries are industrial businesses that employ between 5 and 19 people, while household industries are industrial businesses that use less than five people.

The law protects UMKM actors in carrying out their activities, including the legal protection of personal data. The protection of personal data is still related to the concept of privacy. The concept of privacy itself is an idea to maintain the integrity and dignity of an individual.[[7]](#footnote-7) The law protects the SME actors in their activities, including legal protection regarding personal data. The protection of personal data is still related to the concept of privacy. The concept of privacy itself is an idea to maintain the integrity and dignity of an individual. The right to privacy is also information about individuals to determine who can hold vital information about them and how such information is appropriately used. Referring to the definitions of personal data protection and the right to privacy above, protecting personal data becomes a critical matter to be realized.

Indonesia has regulated personal data protection as stipulated in the Personal Data Protection Law. However, there are still many data breaches, even those originating from government institutions, such as the leak of BPJS data. This is contrary to Article 58, paragraph (1) of the Personal Data Protection Law, which regulates the role of the Government in realizing the implementation of Personal Data Protection. Legal provisions related to personal data protection are still partial and sectoral, which is considered to provide still not maximum and adequate protection of personal data, which is part of privacy, as evidenced by the existence of laws containing personal data, such as Law Number 36 of 2009 concerning health which regulates the individual condition of patients and Law Number 10 of 1998 concerning Banking which governs personal data regarding deposit and savings issues.

Regulations regarding personal data protection, which are currently crucial to be enforced, signify the need to protect individual rights within society. This is due to the activities of both state institutions and organizations, which mostly rely on technology. Sufficient personal data protection can build trust in the community, leading them to willingly provide their data for various essential purposes without any misuse or violation of their private data rights. For instance, UMKM business actors in OSS-RBA must register their data online before commencing business.

The regulation on personal data protection aims, among other things, to protect and guarantee the fundamental rights of citizens related to the security of their identity, ensure that the public can receive services from corporations, public bodies, international organizations, and the government, encourage digital economic growth and the information and communication technology industry, and support the improvement of domestic industry competitiveness.

1. ***Legal Basis of Personal Data Protection for UMKM Actors in Indonesia***

From a philosophical perspective, the protection of personal data is a manifestation of the recognition and protection of fundamental human rights that align with the values of Pancasila. From a sociological perspective, the Law Number 27 of 2022 on Personal Data Protection was drafted to respond to the need to protect personal data rights, particularly in the digital era. Furthermore, from a legal perspective, the protection of personal data is one of the human rights that is part of the protection of personal identity, as stated in Article 28G (1) of the 1945 Constitution, which reads, "Everyone has the right to protection of their self, family, honor, dignity, and property under their control, and has the right to feel safe and protected from the threat of fear to do or not do something, which is a basic human right".[[8]](#footnote-8)

The three aspects regarding the perspective on personal data protection signify that personal data protection is a crucial matter to be upheld. In this current era of the digital economy, there is a confrontation with violations of personal data protection

Konstitusi sebagai sumber hukum tertinggi dari segala peraturan perundang – undangan telah mewakili untuk memberikan dasar mengenai perlindungan data pribadi yang disebutkan pada pasal 28, 28A sampai pasal 28J. Selanjutnya mengenai perlindungan hak – hak pribadi warga negara diatur pada Pasal 28G ayat 1 seperti yang telah disebutkan di atas. The Constitution, as the highest source of law for all regulations, has provided the foundation for personal data protection mentioned in Article 28, 28A through Article 28J. Furthermore, the protection of citizens' personal rights is regulated in Article 28G paragraph 1 as mentioned earlier.[[9]](#footnote-9)

The description of several personal data protections that have been regulated in various laws and regulations are as follows:[[10]](#footnote-10)

1. Protection of citizens' rights in Law No. 39 of 1999 concerning Human Rights. Such as in Article 14, paragraph (2) states, "The right to self-development for citizens is the right to seek, obtain, store, process, and convey information using all available means". And Article 29, paragraph (2) further elaborates on the right to personal data protection: "The state acknowledges the right of every person to the protection of their personal self, family, honor, dignity, and property rights".
2. Protection of personal data in the digital era, which is accommodated in the Minister of Communication and Information Regulation No. 20 of 2016 on Personal Data Protection, contains three categories of electronic systems regulated by the government, following Article 4 of the Minister of Communication and Information Regulation No. 4 of 2016 on Information Security Management System.
3. Protection of data and information collected by public bodies is regulated in Article 6 paragraph (3) letter (c) of Law Number 14 of 2008 concerning Public Information Disclosure, which asserts not to provide public information related to someone's rights.

In addition, there are several laws and regulations on personal data protection that are focused on their respective fields, such as:

1. Law Number 7 of 1991 concerning Basic Archival Provisions
2. Law Number 8 of 1997 concerning Company Documents
3. Law Number 10 of 1998 concerning Banking
4. Law Number 2 of 1998 concerning Health
5. Law Number 36 of 1998 concerning Telecommunications

The government has enacted Law Number 27 of 2022 on Personal Data Protection. This law regulates General Provisions, Types of Personal Data, Processing of Personal Data, Obligations of Personal Data Controllers, and Personal Data Processors. As with implementing personal data protection laws in several other countries, applying the PDP Law in Indonesia follows the principle of extra-territorial jurisdiction, which applies to every individual, public institution, and organization carrying out legal actions within and outside the country. However, the PDP Law is still weak because it has not yet regulated the mechanisms or limitations of exceptions to data protection. In addition, the PDP Law has not yet included establishing an independent regulatory body or commission for personal data protection oversight, regulation, and control.[[11]](#footnote-11) The need for rules on personal data protection is not yet balanced with public awareness of protecting their data. The public is considered to not fully understand privacy policies and terms of service in filling out personal data on internet applications. Therefore, the Personal Data Protection Law is expected to guarantee citizens' rights to personal protection, raise public awareness, and ensure recognition and respect for the importance of personal data protection.

**IV. USING OSS PROTECT THE PERSONAL DATA OF UMKM ENTREPRENEURS**

***A. Use of OSS-RBA System***

The development of the globalization era is highly dependent on the economic sector as a measure of success carried out by the government. Technological development can be a way out of the hindered financial world, which can be said to have not been able to develop rapidly. The government has an economic development program, namely Micro, Small, and Medium Enterprises (MSMEs). The existence of MSMEs cannot be eliminated or avoided from the lives of the community. Because of the presence of MSMEs, the community can obtain many benefits for advancing their economic sector.

The government has launched an Online Single Submission Risk Based Approach (OSS-RBA) program as an economic development initiative aimed at helping UMKM players achieve their goals. The Online Single Submission Risk Based Approach (OSS-RBA) is an electronically integrated business licensing system managed and organized by the OSS agency (Ministry of Investment/BKPM). Implementing the OSS-RBA system is essential in simplifying the licensing application process for UMKM players. This permit is necessary for business players to obtain legal recognition. OSS-RBA is a manifestation of technological progress. As a system, one of its functions is to store the personal data of its users.

As stated in Article 1 Numbers 1 and 2 of the Minister of Communication and Information Technology Regulation Number 20 of 2016 concerning Personal Data Protection in Electronic Systems (from now on referred to as the PDPSE Regulation), personal data refers to a person's clear and identifiable identity which serves as proof of identity, as well as the collection, acquisition, and storage of such data, which constitutes the protection of personal data in electronic systems that respects personal data as privacy. Based on this definition, personal data may include identification cards such as the National Identity Card (KTP), Family Card (KK), and other private identity or proof of identity which must be kept confidential.

The digital revolution has given birth to innovation in the capacity to acquire, store, manipulate, and transmit large, real-time, and complex data volumes. This development has encouraged the collecting various types of data, no longer based on considerations of what data may be helpful in the future. However, the government and private sectors compete to expand data storage capacity without deleting data on almost all collected data. This has led to the discovery of new values in data, making data as valuable as tangible assets. This is what is known as Big Data.[[12]](#footnote-12)

Implementing the Big Data system in Indonesia, one of the systems used in the OSS-RBA system is a brilliant idea for collecting data on business licenses for MSMEs. This unified system makes it efficient and effective to facilitate MSMEs in registering various business permits across multiple government agencies. As regulated in Article 6, paragraph (2) of the PP PUBR, which governs the criteria for the types of MSMEs that can conduct business licenses, such as agriculture, industry, trade, environment, forestry, and other classes that have been regulated in that article. The one-stop-shop aimed at the formation of the OSS-RBA system facilitates MSMEs in managing various business licenses that are integrated with the Ministry of Home Affairs (Dukcapil), Ministry of Finance (Tax Service Office), Ministry of Law and Human Rights (company information), and Ministry of Agrarian and Spatial Planning (detailed spatial planning) for the establishment of business activities. OSS is also integrated with the Integrated One-Stop Service (PTSP) of Technical Ministries and Regional Institutions for business, location, and environmental permits. In contrast, the registration process in OSS and business development is managed by the Investment Coordinating Board (BKPM).[[13]](#footnote-13)

The collection of one-stop business licensing data in the OSS-RBA system can backfire for UMKM business actors and the government. This is because business licensing data included in the Big Data system of OSS-RBA collects the personal data of all its users, which inevitably opens the possibility of data leaks that could result in the personal data of UMKM business actors being misused by irresponsible parties, causing losses to the business actors in the future.

1. ***Regulation on Personal Data Protection for UMKM Business Owners Using OSS-RBA in Indonesia***

The law on personal data protection has developed in parallel with technology, especially information and communication technology. In relation to this matter, based on the fact that this licensing form is electronically found, it is necessary to pay attention to Law Number 27 of 2022 concerning Personal Data Protection which provides legal certainty for electronic-based community activities. If it is related to the discussion regarding OSS and personal data protection, the principles that fulfill these issues are the Principle of Legal Certainty and the Principle of Prudence.[[14]](#footnote-14)

However, it is unfortunate to see that the provisions in PP PPBBR do not provide legal certainty guarantees for OSS-RBA users who have provided their personal data, such as Identity Card (KTP) and Family Card (KK), for the purpose of obtaining business licenses that are integrated into the OSS-RBA system.[[15]](#footnote-15) This raises concerns for UMKM business actors regarding the risks and personal rights involved, as they can freely conduct their business activities, which, if further analyzed, can impact the country's economy.

The Government Regulation Number 5 of 2021 concerning Integrated Electronic Business Licensing Services does not explain and regulate the protection of personal data of UMKM actors in the OSS-RBA. Therefore, the protection of personal data of UMKM business actors related to personal data in OSS-RBA becomes urgent to be immediately explicitly regulated in legislation. This is because business actors have individual rights that are included in human rights, which are protected internationally through Article 12 of the Universal Declaration of Human Rights (UDHR) and Article 17 paragraph (1) of the International Covenant on Civil and Political Rights (ICCPR).

If a violation results in data breaches or even losses for the users, the government has measures to address it.[[16]](#footnote-16) One of the efforts that can be taken is an administrative settlement. This effort is carried out by prosecuting violations according to the applicable law, which can be based on the Personal Data Protection Law. If this effort is not enough, then every owner of personal data and electronic system provider can file a civil lawsuit in the form of compensation. Therefore, in line with the second solution, which is civil dispute settlement.

Dengan itu, tingkat keamanan mengenai data pribadi harus lebih diperhatikan, mengingat ruang internet yang memiliki celah kejahatan lebih luas dibanding dengan kehidupan nyata. Dampak yang ditimbulkan akibat kurangnya perlindungan hak keperdataan data pribadi pengguna OSS sektor UMKM adalah Indonesia tidak dapat menduduki posisi yang sejajar dengan negara – negara dengan tingkat perekonomian yang maju, yang telah menerapkan hukum mengenai perlindungan data pribadi. Perlindungan data pribadi dimaksudkan untuk melindungi kepentingan masyarakat tentunya dalam era globalisasi ini. Oleh karena itu, sangat diperlukan pengaturan perlindungan data pribadi yang kuat, demi memperkokoh posisi Indonesia sebagai pusat bisnis dan investasi terpercaya, yang merupakan suatu strategi kunci dalam perkembangan ekonomi Indonesia. Indeed, the level of security regarding personal data must be given more attention, considering the wider vulnerability to cybercrime in the online space compared to the physical world. The impact of insufficient protection of personal data rights for OSS users in the MSME sector is that Indonesia cannot occupy a position on par with countries with advanced economies that have implemented laws on personal data protection. Personal data protection is intended to protect the interests of society, particularly in this era of globalization. Therefore, it is crucial to have strong regulations on personal data protection to strengthen Indonesia's position as a reliable business and investment center, which is a key strategy for Indonesia's economic development.[[17]](#footnote-17)

In addition, in today's digital era, Indonesia is not ready to compete in the world of Industry 4.0 with other countries due to the lack of specific regulations governing personal data protection. The main goal of protecting personal data is to protect the interests of consumers and provide economic benefits for Indonesia, which can be realized through UMKM programs in OSS-RBA.[[18]](#footnote-18)

The digital economy era has entirely entrusted technology for all activities. One of them is implementing the OSS-RBA program for UMKM players to facilitate online registration. On the other hand, using the internet allows criminals to steal personal data uploaded on the OSS-RBA registration page or other online pages. From all these things, regulations focused on personal data protection rights are needed to ensure economic and investment development in Indonesia. Personal data protection should be able to keep up with technological advancements so that economic growth, especially in the UMKM sector through the OSS-RBA, can play an important role and be competitive internationally.

The digital economy era has entirely entrusted technology for all activities. One of them is implementing the OSS-RBA program for UMKM players to facilitate online registration. On the other hand, using the internet allows criminals to steal personal data uploaded on the OSS-RBA registration page or other online pages. From all these things, regulations focused on personal data protection rights are needed to ensure economic and investment development in Indonesia. Personal data protection should be able to keep up with technological advancements so that economic growth, especially in the UMKM sector through the OSS-RBA, can play an important role and be competitive internationally.

**V. CONCLUSION**

Protecting personal data is one of the human rights norms regulated in Article 28G of the 1945 Constitution of the Republic of Indonesia. UMKM business actors have the right to obtain the protection of personal data related to business licensing submissions through the OSS-RBA system, which requires filling out the Identity Card (KTP) and Family Card (KK). The collection of one-stop business licensing data in the OSS-RBA system can be a double-edged sword not only for UMKM business actors but also for the government. This is because the business licensing data collected in the Big Data system of OSS-RBA gathers the personal data of all its users, which certainly raises the possibility of data leaks that may cause the personal data of UMKM business actors to be misused by irresponsible parties and potentially cause losses to the business actors in the future. Therefore, regulations explicitly governing personal data protection for UMKM business actors regarding the OSS-RBA system is an urgency that impacts the country's economy.

Using the OSS-RBA system is considered to have provided data protection guarantees for UMKM business actors who apply for licensing. This is because a security pattern uses verification for users who will enter the system. In addition, the Big Data system used by OSS-RBA makes all business licensing from several integrated agencies a one-stop service, making it easy to access and track user activity history. Thus, when there is suspicious activity related to data leaks, the government can immediately anticipate it by contacting the user account or temporarily deactivating it to prevent any personal data leaks that could cause losses.
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